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The Managing Authority (MA) for CF 1164/94 (former ISPA IA) organises its activities in accordance with the principles of modern management, sound financial management and good practice to provide for an efficient control system of the entire MA(IA), taking into account the importance, magnitude and complexity of the CF 1164/64/ISPA projects managed under its authority. 

[image: image4.wmf] 


Under the decentralised management arrangements (extended or not), Bulgaria must maintain an effective system for the internal control of management operations. 

Note : 
the Head of Paying Authority/ (former NAO), in his/her role of unique interlocutor of the EC for the maintenance of the decentralised system, shall inform and obtain approval from the EC on any substantial change in the national and sectoral programme/project management capacity, financial control procedures and structures.

D.1 INTRODUCTION TO INTERNAL CONTROL

An internal control system provides reasonable, but not absolute, assurance that the implementation of CF 1164/94/ISPA projects will not be hindered in achieving defined objectives. It encompasses the policies, processes, tasks, behaviours, and other aspects that, taken together facilitate effective and efficient management of projects by enabling to respond appropriately to operational, financial, compliance and other risks to achieve the MA objectives. This includes:

· the safeguarding of EU, national and other sources of funds from inappropriate use or from loss and fraud;
· the insurance of the quality of internal and external reporting, which requires the maintenance of proper records and processes that generate a flow of timely, relevant and reliable information from within and outside the MA;
· the insurance of compliance with applicable EU and national laws and regulations, and also with policies with respect to relevant code(s) of ethics.


A sound system of internal control reduces (but cannot eliminate):

· the possibility of poor judgment in decision-making;
· human error;
· control processes being deliberately circumvented by employees and others;
· management overriding controls;
· occurrence of unforeseeable circumstances.


It should:

· be embedded in the operations of all institutions involved in the management of CF/ISPA projects and form part of their culture;
· be capable of responding quickly to evolving risks arising from internal factors and to changes in the environment;
· include procedures for reporting immediately to appropriate levels of management, and especially at the level of Paying Authority, any significant control failings or weaknesses that are identified together with details of corrective action being undertaken.

In the context of the management of CF 1164/94/ISPA, a system of internal control is a process designed to provide the Head of MA and subsequently the Head of PA with reasonable assurance regarding the achievement of objectives in terms of:

· effectiveness and efficiency of the operations,

· reliability of financial data and reports, 

· compliance with European Union and national regulations,

· proper protection of financial interests of the EU and Bulgarian State Budget,

· fulfilment and continuing maintenance of EU criteria within decentralised management of EU funds. 

COSO approach

The recommended control model is COSO [Committee of Sponsoring Organisations of the Treadway Commission]. COSO Model is also referred to by the EC in the context of accreditation to EDIS.
COSO identifies components of the internal control system which can be pictured in the hereinafter “cube”.

D.1.1 
Control environment

Control environment relates to the spirit for the culture that comes from the top management. It includes the ethical values, management philosophy, delegation of duties and guidelines given by the top management.

D.1.2 Control activities

Control activities must be performed at all levels of the MA. The Manuals of procedures [PIM and POG] describe the internal control activities (procedures) set up by the MA. The effective functioning of the MA internal control system is only possible if all the types of control are used systematically. 

D.1.3 Information and Communication

In order to do one's share in the controlling process, each person in the MA has to know enough of the operations. Therefore :

· information in the MA flows from bottom up and from top down, as well as sideways,
· procedures applied in the MA allow for information to be forwarded immediately to all those concerned,

· management and control procedures implemented are formulated in an unambiguous manner, approved by the Head of MA (SAO) [and subsequently ensorsed by the Head of PA (NAO),if this is required] and made known to all persons concerned,

· the related documentation is easily accessible to employees concerned and auditors.

D.1.4 
Determination of duties and responsibility

Duties and responsibilities are defined at :

· institutional level : see Chapter A Legal Basis Chapter B Institutional framework and Chapter C Internal Organisation and Human Resources 

· individual level : through written instructions formalised in the Manuals of procedures [PIM/POG] and job descriptions,

Segregation of duties

In order to avoid any conflict of interest, the MA has set up its structure and designed its procedures and systems as follows :

· Segregation between tendering and contracting :  the tendering process up to signature of contracts is assigned to a unit (and related staff) different from the unit (and related staff) responsible for implementation and management of contracts; an ex-ante control function is established to ensure independent quality control of the procurement process and provide for ex-ante control,

· Segregation between payment authorisation and payment execution : payments to contractors are submitted to approval of a unit (and related staff) different from the unit (and related staff) responsible for processing the payment instructions on the basis of a clear transparent flow of documents and a system of double signature on bank accounts,

· Segregation between financial management and accounting: accountants responsible for maintaining the accounting records are not involved in the approval of payment process neither in payment execution.

D.1.5 
Control and supervision


All processes in the MA are subject to controls under the “four eyes principle” whereby at least two individuals review each document prior to submission for approval by a supervisor. Controls, supervision and approvals are formalised in check-lists.

D.1.6 Audit trail 

The Audit Trail is a set of information which should record the activities and events occurring in any organisation, in particular, the movement of funds and of associated documentation. Information obtained from an audit trail enables to determine the sequence of events in any process.

An audit trail
 is considered sufficient where it permits:

(a) 
reconciliation of the summary amounts certified to the Commission with the individual expenditure records and supporting documents held at the various administrative levels and by final beneficiaries including, where the latter are not the final recipients of funding, the bodies or firms carrying out operations; and

(b) verification of the allocation and the transfers of the available Community and national funds.

The audit trail in place in the MA is described in the POG in which each operational procedure provides in narrative chronological format for:

· detailed descriptions of the step-by-step procedure or activity being carried out, 

· the person(s) responsible for the activity, 

· documented evidence of the supervision exercised, 

· location/filing of the associated documentation.

In addition, the description of the audit trail is supported by:

· a precise representation in flowchart format. “Audit trail flowcharts” are based on uniform symbols to ensure a common understanding of the processes,

· the maintenance of a registration and filing system in a transparent and auditable way.

D.1.7 
Risk management as part of Internal Control System

Totally embedded in the internal control system of the MA, Risk management is a continuous process [a responsibility of top management of the MA] to identify, assess and manage risks which may threat the achievement of the MA objectives. Risk management in the MA provides a framework to increase management effectiveness. It helps to identify problems which are above the risk tolerance level of the MA and to identify areas in which the control system works most effectively (and where not). It is also a tool to make strategic decisions. 

As the MA has both internal and external risks that may endanger its operations, and because economic, control and operational circumstances regularly change, continuous risk analysis is needed to determine internal and external risk factors, and to define and prioritise risks.  The management should be aware of:

· risks present in the area of activity of the MA,

· possible consequences and general effects of realisation of the risks,

· effective methods for the assessment and identification of possible risks,

· internal control procedures for risk prevention and management,

· alternative actions to be taken in the case of realisation of risks. 

See § D.3 for detailed procedures.

D.2 Public Internal Financial Control [PIFC]
The MA must respect the PIFC rules defined under the national legal and administrative framework.
Ex-ante controls performed in the MA are fully detailed in the MA written procedures.

In order to establish a clear distinction of tasks in terms of internal control, the MA makes a clear distinction between ex-ante control (control preceding a transaction/operation) and ex-post control (control subsequent to a transaction/operation).

Ex-post controls are performed by Internal and External Auditors. 

In the context of any assessment by the EC (i.e. accreditation for EDIS and accession to the EU), the three main criteria of the Public Internal Financial Control (PIFC) system are :

· Implementation of an efficient financial management and control system in the MA by the Director of MA and the Head of MA (SAO) (with an emphasis on the compulsory implementation of the minimum requirements for an internal control system in all fields of activity). The ex-ante control system set up in the MA is discussed in § D.1 

· Implementation of a functionally independent internal audit system (for the assessment of the quality of the financial management and control systems and for the improvement of such systems). Internal Audit is discussed in § D.4.

· Existence of a clearly defined central unit (for ensuring a harmonised methodology for financial management and control systems and the assurance of standard quality). The Ministry of Finance is responsible for the overall public internal control system and internal audit. It must – through the Internal Control Directorate of the Ministry of Finance - assist by the creation of a general framework for the ex-ante and ex-post methods and harmonisation for financial management and control systems. This topic is out of the scope of this Manual of procedures.
D.3 RISK ASSESSMENT AND RISK MANAGEMENT
The following procedures describe the processes developed to :

· identify the risks and control / manage them,

· coordinate responsibilities and activities
 among all groups and individuals assigned a role in the risk management process. 

This is performed through:

· An Annual Risk Workshop;

· Mitigation of the risks by implementing clearly identified mitigating measures,

· Risk Control and Continuous monitoring of the implementation of the mitigating measures.

Under CF/ISPA (and more generally for EU programmes), risk management process is performed under two different contexts:
· Risk management of own activities of each MA,

· Risk management of the whole CF/ISPA implementation system in Bulgaria which is the responsibility of the Head of PA who (through the PAying Authority) monitors the risk management performed in all MAs on annual basis by receiving and examining a copy of each MA Risk database and Risk Management Plan,

· Risk assessment in the context of Internal Audit.

Comments from internal/external audits are considered as the additional input to the risk identification and assessment process.

D.3.1 Risk management stages [MA(IA) own activities]

Risk management consists of the following stages:

1.
Identification of the risks 

2.
Assessing the risks

3.
Analysis and interpretation and Setting a risk tolerance level

4.
Risk mitigation

5.
Monitoring the risk and regularly controlling the situation

D.3.2 Identification of the risks: Annual Risk Workshop

The Annual Risk Workshop takes place once a year [4th quarter] through 3 steps and is initiated by the MA Director who appoints the Risk Assessors
.

The Risk Assessors should have different qualification, profile and background. They hold the Risk Workshop.  The MA Director appoints a Chairman of the Risk Workshop.

Objective setting for each MA is done by management in the first place prior to and separately from the Risk Workshop. Objective setting is a prerogative of management at the appropriate level.
Risks Assessors identify risks on the basis of the objectives set by the MA taking into consideration:

· External risks: risks related to external circumstances (e.g. tenders, external organisations, media, etc.)

· Internal risks : risks related to the MA, its work arrangement (e.g. problems related to data system malfunctions; problems related to the employment of qualified and motivated staff; changes in work tasks; employees’ access to the assets; inefficient management, etc.) 

The outcome of the first step of the Risk Workshop (i.e. Risk identification] is a List of Risks which categorises the risks in relation to the objectives of the MA.

D.3.3 Risk assessment

The second step of the process is Risk Assessment: based on the List of Risks, each Risk Assessor performs an individual assessment based on a two-factor model, where the factors to be assessed are:

-
Probability of the risk realisation; 

-
Impact of the event in case the risk realizes.

Each individual risk is assessed on a scale of 1 to 5:
	Rating
	Likelihood/Probability
	Impact

	1
	Almost non-existent probability
	Insignificant impact

	2
	Below average probability
	Below medium impact

	3
	Average probability (50%)
	Medium impact

	4
	Above average probability
	Above medium impact

	5
	Definite event (has already happened)
	Disaster if happens


Following items must be taken into consideration when assessing the risks because they influence the ratings given to the probability and impact of the risks:

-
Level of the material and financial liabilities;

-
Complexity of the laws and regulations;

-
Past experience or mistakes realised;

-
Effectiveness of controls;

-
Identification in findings of previous audits, inspections, controls etc;

-
Changes in the procedures, structures, etc;

-
Geographical and political considerations.

When the individual assessments are completed, the Chairman of the Risk Workshop :

· prepares a single document based on the individual risk assessments of Risk Assessors,

· arranges for the submission of the results of the Risk Workshop either in (or both) spreadsheet [ranking the aggregated risks] or graphic form.

D.3.4 
Analysis of the Risk assessment and Risk tolerance level

The third step of the process is the analysis and interpretation of the risk assessment results by:

· Determining the Risk tolerance threshold based on the priorities of the risks, that is to say a limit below which risk mitigation would prove unreasonable. Defining the risk tolerance threshold means drawing a distinctive line between risks which need immediate attention and risks which shall be simply monitored. 

· Discussing the principal methods and measures for mitigating the most critical risks.

· Management of the MA should be aware of any opportunities that may be triggered in the context of each risk identified and/or as a result of its mitigation.

A. Review and discussion on the results of the risk identification and assessment
-
Based on the results of the Risk Workshop (see D.3.3), the Chairman calculates the standard deviation for each risk separately for both “impact” and “probability”. Those risks with standard deviation exceeding 1 (Risk Assessors provided different risk evaluations either for “probability” or “impact”) are considered as “questionable risks” and they require the performance of a reassessment by Risk Assessors as many times as needed until the consensus is reached among Risk Assessors,

-
Once the consensus is reached for each risk,, the two rates (Impact and Probability) are multiplied to obtain a “Final aggregate rating” for each risk identified,

-
Risks are ranked in the order of priority of the Final aggregate rating. 

-
The Chairman arranges the submission of the results of the risk assessment to the Risk Assessors Workshop either in (or both)
- on a spreadsheet as follows :
	Ref.
	Objective
	Risk
	Impact
	Probability

	1
	2
	3
	4
	5

	1.
	Objective no 1
	Risk 1.1
	3
	3

	
	
	Risk 1.2
	5
	3

	
	
	Risk 1.a
	n
	m

	2.
	Objective no 2 (etc.)
	Risk 2.1.
	1
	2

	
	
	Risk 2.b
	4
	4

	X 
	Objective no x
	Risk x.c
	N
	m


- on graphic form as follows :
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The results of individual risk assessments should be the input to the next step of the Risk Workshop which serves to analyse thoroughly the risk assessment and decide which risks should be considered as critical. 
B. Risk tolerance and Risk mitigation

B1. 
Determine the risk tolerance threshold based on the priorities of the risks (i.e. a limit below which risk mitigation would prove unreasonable 

Defining the risk tolerance threshold means drawing a distinctive line between risks, which need immediate attention, and risks, which shall be closely monitored The interpretation of the risks priorities is guided as illustrated hereunder:
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Priority 1
Critical risks: these are the risks that got both factors rated above 3 and therefore require immediate attention and detailed review of risk management activities. 

The decisions on whether or not a risk is critical should be based on the following considerations:

· Existence of risk management measures for critical risks, 

· Sufficiency of the existing measures, 

· Need for creation of  new measures for new critical risks, 

· Need to strengthen the mitigating measures where insufficiency was found, 

· Need for loosening the mitigating measures where over-control exists, 

· Need for allocating deadlines and responsibilities of activating above points. 

Priority 2
Contingent risks: these risks are to be managed before the “housekeeping risks” as their impact may be significant, although probability of this happening is less than for critical risks. Such risks are usually insured against (e.g. a fire taking place). 

Priority 3
“Housekeeping risks”: these risks have high probability of happening, but their impact is relatively low. Such risks are usually insured against. It is more a cumulative effect that should be born in mind (i.e. a series of small problems happening with a large cumulative or systemic effect).

Priority 4
Irrelevant risks: here are the risks that got both factors rated below 3. Based on the risk tolerance level set, these risks either get attention or do not. It depends on the resources available and on the stakeholders’ requirements.

EU and public sector often operates at “zero-risk-tolerance” policy. In that case, all risks have to be carefully managed. 
B2. Discuss the principal methods and measures for mitigating the most critical risks 

The Risk Assessors identify the principle methods and measures for mitigation of the most critical risks. 
Reduction of risks may be referred to as risk control. Risk control involves determining the relative benefit of new controls in the light of the effectiveness of the existing controls. Controls may involve effectiveness policies, procedures or physical changes.

Main common mitigation methods are :
Risk avoidance

Reengineering a process or activity so as to avoid the occurrence of the risk altogether. E.g. if private enterprise managing EU funds as to some functions seems too risky, the risk is avoided by assigning the tasks to a public body.

Diversification

Allocating and sharing risks between several processes/activities, organisational units and staff members so as to reduce the initial overall risk level. e.g. involving several institutions in EU funds management, having segregation of duties between procurement and payment in place. 

Controlling the risk

Developing and implementing controls to prevent, detect or correct the event of risks and their consequences. E.g. introducing the check-list for pre-payment check and four-eye principle in supervising the first official who filled in the check-list- the second official review is a control to correct a potential failure of control performed by the first official.

Sharing the risk

Sharing a risk between business partners or different contract parties, between debtors or creditors etc.  E.g. sharing the market risk at a PPP scheme, where the public body shares the consequences of fall of revenues from public services with the private partner (who offers these services on contractual basis)

Transferring the risk

Transferring all the risk to the other party. e.g. outsourcing a function, or EU transferring the fund management responsibilities and risks to the member or pre-accession state: we give you EU tax-payers money-you manage all risks related to the use of this money. 

Accepting the risk

Ignoring the presence of irrelevant and insignificant risks as the use of other management techniques would be more expensive than the consequence if the risk realizes. E.g. risk of the ministry staff to be unable to carry out mid-term evaluation due to the lack of needed skills and experience may be ignored, as the training of this staff may be very expensive and take long time with still poor outcome – so the staff incompetence is ignored and other solutions found.

Selection of the most appropriate method involves balancing the cost of implementing each option against the benefits derived from it. In general, the cost of managing the risk needs to be proportionate with the benefit obtained. Preferred methods are those where large reductions in risk may be obtained with relatively low expenditure.

Decisions take account the need to carefully consider rare but severe risks, which may warrant risk reduction measures that are not justifiable on strict economic grounds.

In many cases, it is unlikely that any treatment method will be a complete solution for a particular risk. Often it is necessary to use combination of methods such as reducing the risk and transferring or monitoring any residual risk.

Chosen methods shall be implemented according to Risk mitigation plans.

B3. Nominate responsible persons for the implementation of the mitigating measures.

The interpretation of risk assessment results gives guidance on where the management should target efforts while mitigating the risks as first priority. The List of Risks is finalised upon interpretation of the results of risk assessment and the further decisions of the management are based on it. 

During the Risk Workshop:

· activities or methods which need to be implemented for mitigating the risks are decided,

· persons responsible for the implementation of the mitigating measures agreed on are identified.


The final outcome of the Risk Workshop is a “Risk Management plan” which must be submitted to the approval of the MA Director and Head of MA.

D.3.5 
Risk mitigation plan
Upon approval of the “Risk Management plan”, the persons nominated for the implementation of the mitigating measures :

· develop Risk Mitigation Plans for Critical Risks to detail specified control activities and preventive measures for each risk,

· implement these control activities to mitigate risk and lead them to a level which is below the tolerance threshold defined during the Risk Workshop.

Not all risks with high aggregate rating can be mitigated (e.g. some risks might have very high aggregate rating but it might be an external risk which can not be mitigated by the MA).
D.3.6 
Follow-up

Risk management is a continuous process. Even though the formal risk workshops take place only once a year, Risk Assessors as well as all staff of the MA shall be continuously aware of the risks and in case new risks are identified, those shall be communicated in the internal meetings, as well as mitigating measures suggested and implemented, as needed. 
In order to ensure continuity in the monitoring of the risk mitigation process, the follow-up treatment of risks and the respective effective risk control, the following measures are taken :

· Maintenance of a Risk database,

· Organisation of Internal quarterly meetings during which implementation of risk controls and mitigation measures are reviewed. 

D.3.6.1 Maintenance of a Risk database

The Risk database consists of 3 components: 

Part 1: 
Full List of Risks and results of the risk identification and assessment 

Part 2:
Risk management plan: list of risks for which mitigation responsible people are nominated  

Part 3:  
Risk Mitigation Plan. 

It is the responsibility of the Chairman of the Annual Risk Workshop to regularly update and maintain the Risk Database. 

The persons responsible for the respective Risk mitigation plans shall transmit the electronic version of their Risk Mitigation plans to the Chairman prior to the quarterly meetings for he/she updates the Risk Database.

The Intermediate body apply its own procedure for risk management following the a.m. steps for identification, assessment and risk mitigation planning. The Intermediate body prepares a Risk management plan and presents it to the MA for approval. MA may propose additional measures or changes.  The information from the Intermediate body shall be attached to the Risk Management plan of MA. 
D.3.6.2 Quarterly risks monitoring meetings 

Quarterly risk monitoring meetings are organised to which should attend (as a minimum) :

· the MA Director,

· the Chairman of the Annual Risk Workshop,
· the persons assigned for the management / mitigation of critical risks. 

Other participants may be invited by the MA Director or HEad of MA.

During the Quarterly risks monitoring meetings, the Risk database (ratings of the full list of risks, criticality and likelihood of the risks, etc…) is reviewed.

Before the Quarterly risks monitoring meetings, the persons assigned the management / mitigation of critical risks must prepare an updated version of the Risk Mitigation Plans they are responsible for.

During the Quarterly risks monitoring meetings, they must make a short presentation on the status of the mitigation processes assigned to them.

All risks of the Risks Database are reviewed during the Quarterly risks monitoring meetings and decisions are made on their status, evolution and potential criticality and correspondingly measures to adopt for further treatment for such risks (including nomination of person responsible to prepare and follow-up the related Risk mitigation).

The Intermediate Body shall submit results from the quarterly meetings to the MA for information.  

D.3.6.3 New risks

Whenever a new risk is identified in the course of daily management of the activities of the MA (in other words, not during the Risk Workshop), decisions on its mitigations and nomination of a responsible person are decided during the internal regular meetings of the MA. There will be no assessment of the risk (such as was performed in the Annual Risk Workshop). 
The person assigned must prepare a Risk Mitigation Plan to be submitted to the approval of the MA Director and Head of MA.
Upon approval, the Chairman of the Annual Risk Workshop must receive a copy of it to add the new risk and related information in the Risk database. The Chairman should mention “New risk + <date of identification>” in the Column “Aggregate risk score” of the Risk Database.

D.3.7 Consolidation of 
Risk management plan at the level of Paying Authority 

The Head of PA should be aware of the high-risk organisations and projects and take action, if required, to ensure that these high risks are managed (this is particularly relevant for risks which cannot be mitigated directly by the MAs).

Therefore, the Head of MA should ensure that :

· The List of Risks and the annual updated Risk Management Plans [duly and formally approved by the Head of MA and MA Director] are transmitted to the PA for information. It shall include also information for the risks identified by the IB.
· The MA is represented at the Annual risk meeting(s) organised by the PA. The representatives of IB also participate in the meeting. The purpose of the meeting is to obtain overview of the risks over the CF/ISPA Programme. The MA should be formally invited by the PA (official invitation informing on the timing and venue). During the Annual risk meeting(s) organised by the PA, the MA representative shall present the main risks and related mitigation methods identified in the course of its risk management process.

Note : The PA, on behalf of the Head of PA, is entitled to perform random site-visits in the MA and/or Intermediate Body/ or Final Beneficiaries .

Note : The MA, on behalf of the Head of MA, is entitled to perform random site-visits at the level of the Intermediate Body and Final Beneficiaries .
D.3.8 Cooperation with internal audit function

Assessing and managing risks
 is the responsibility of the management of MA.

The role of the Internal auditors is to give an evaluation and to analyse the existence of an internal control system, its efficiency and compliance with the applicable requirements. 

Generally, the role of the internal auditor is to serve and advise management in minimising the risks. It is the responsibility of Internal Audit function to review and test procedures and controls put in place by the management to mitigate risk and to comment on the appropriateness of those controls and procedures and to say whether the controls and procedures are functioning correctly.

To plan and perform their work, Internal auditors assess risks that may affect the effectiveness of the activities audited, the internal control system and the accomplishment of objectives defined by the management. 

Yet, risks can also be assessed by the internal audit function in planning and designing the internal audit engagement on behalf of the management. 
Internal auditors will use the information provided by the management as one input for preparing audit plans. 
It can be seen from the figure hereinafter that the risk assessment by Internal Auditors results not only form basis for the management to start to create risk mitigation measures and action, but also gives proper (and quality) input for internal audit planning.
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There are several procedural possibilities for cooperating with Internal Auditors in relation to risk assessments, of which the most common are the following:

i
Internal auditors will use the list of risks identified by MA and the evaluations / rating performed by the MA for planning their work,

ii
Internal auditors will conduct a risk assessment procedure in the MA; it is important to note that the internal auditors will have the role of conducting the procedure as a tool in the audit engagement but will not be involved in management’s risk identification and assessment,

iii
Internal auditors will assess management’s perception and control of risks independently, i.e. they will identify and/or confirm the risks and give a subjective evaluation of them and the associated controls.

In the context of CF 1164/94/ISPA, option (iii) is implemented. Internal Auditors use the MA own assessment of risks as a starting point for assessing themselves for planning their work (strategic and annual plan
 and engagement planning).
D.4 INTERNAL AUDIT

In order to ensure that the system of controls developed in the MA are robust enough to provide assurance to the Head of MA (and ultimately to the Head of PA and the EC) to comply with requirements of a sound financial control system, the MA Director should be supported by an internal audit function.

The internal audit function
 is the total sphere of ex-post verification of whether management and control systems comply with :

· budget specifications, 
· objectives of the MA/IA,

· rules and standards and more generally to the principles of sound financial management. 

Internal Auditors are assigned to the Ministry of transport in accordance with the PIFC rules defined under the national legal and administrative framework.

As part of government’s internal control system internal audit should verify the accordance with relevant acts of the Republic of Bulgaria on public financial control, including acts pertaining to ensuring the preservation of assets, the reliability of financial documents and accounting.

The MA may be subject to different reviews performed by the internal auditors. These include: compliance and substantive tests, system audits, performance audits, information technology audits and any kind of ex post verification that the Internal Auditors deem fit to ensure the compliance of the MA management with applicable rules and regulations related to the activities (i.e. procurement, project implementation etc…). 

Internal Auditors should perform their responsibilities on the basis of:

· Strategic and annual audit plans which are defined at the level of the Ministry of transport and based on a risk analysis,

·  Internal Audit procedures defined under the guidance of the Ministry of Finance Internal Control Directorate (Central harmonisation Unit)

These topics are not discussed in the PIM / POG.

The annual audit plan of the Internal audit unit within the Intermediate Body shall be coordinated with the annual plan of Internal audit unit within the Ministry of transport. Upon agreement between the Heads of MA and IB may be signed Agreement between audit units defining the scope of the audit activities of both units regarding the implementation of road projects financed by the CF, Regulation 1164/94.
D.5 EXTERNAL AUDIT

D.5.1 The European Court of Auditors 

The European Court of Auditors’ (ECA) primary tasks are to examine:
· the accounts of all revenues and expenditures of the European Communities, 

· whether all revenues and expenditures have been received or incurred in a lawful and regular manner, 

· whether financial management is sound.  

The Court is an independent institution whose role is to assist the European Parliament and the Council of the European Union in exercising their powers of control over the implementation of the budget.  

Additionally, the Court may, at any time, submit observations on specific questions and deliver opinions at the request of one of the European institutions.

As part of its audit work, the Court examines both systems and expenditure relating to CF 1164/94, ISPA, Phare, SAPARD, and its audits take place in the Commission services and on the spot in the pre-accession states. Its auditors have access to any document or information relating to the financial management of the departments and other bodies subject to its examination, and may carry out audits of all bodies receiving Community funds.

The MA management must be aware of the contents of the Court of Auditors reports concerning Bulgaria and must give assistance as required to ECA auditors whenever requested.

D.5.2 Commission services 

The overall objectives of the audits carried out by the Commission services are to:

· determine to what extent Bulgaria has put into place adequate management and control systems, and to what extent these systems give a satisfactory assurance concerning the legality and regularity of the underlying operations,

· determine the accuracy of the expenditure declared to the Commission,

· determine the level of ineligible expenditure where the Bulgaria’s management and control systems control have been proven inadequate.

Different EC General Directorates (DGs) are responsible for audits of pre-accession funds. This includes DG Regio for CF/ISPA. DG Regio may be assisted by external audit firms to carry out audits.

The MA management must be aware of the contents Commission Services Auditors reports concerning Bulgaria and must give assistance to Commission auditors whenever requested.

D.5.3 National Audit Office

The Bulgarian National Audit Office is an independent audit institution which audits the State Budget and Public Entities and reports to the National Assembly. It is established under the National Audit Office Act. It cooperates with the European Court of Auditors.

The MA as well as other institutions involved in CF 1164/94/ISPA project management in Bulgaria can be audited by the National Audit Office in accordance with an annual audit programme which is approved by the National Assembly.

The Audit Plan(s) applicable to the audit of EU funds use (including CF/ISPA) is transmitted to the European Court of Auditors and the EC.

The MA must give assistance to the National Audit Office auditors whenever requested.

Detailed procedures of the National Audit Office are not discussed in this Manual of procedures.
D.5.4 Audit of EU Funds Directorate

Audit of the EU Funds Directorate within the Ministry of Finance carry out external control in accordance with the CF 1164/94/ISPA FM and internationally accepted audit standards

The MA as well as other institutions involved in CF 1164/94/ISPA project management in Bulgaria are audited by the Audit of the EU Funds Directorate within the Ministry of Finance in accordance with an annual audit plan.  

The responsibilities of this body include the performance of sample checks on projects and the issuance of the Declaration on the winding-up of projects.

The MA must give assistance to the Audit of the EU Funds Directorate auditors whenever requested.

Detailed procedures of the National Audit Office are not discussed in this Manual of procedures.
D.6 FOLLOW-UP OF AUDIT RECOMMENDATIONS

Observations and recommendations may arise as result of the findings reported further to audits performed by:

· internal auditors,

· external auditors.

· stated in the audit reports issued following:

· sample checks,

· Certification of winding-up declarations,
· On-the-spot technical or financial audits, including sample checks and final audits carried out by Commission services and the European Court of Auditors, 

· audits carried out in the context of accreditation to EDIS (Gap analysis, Gap Plugging, Compliance Audit, Verification Audit) .
Audit recommendations must be followed up by:

· The auditors who expressed the recommendations (this is part of their audit procedures in accordance with International Standards on Auditing),

· The management of the MA.

The management of the MA shall follow all these recommendations and shall ensure that :

· related corrective measures are defined and agreed on,

· implement the related corrective measures them through various actions among which modifications in the Procedures manuals are often required.


It is the responsibility of the Management of the MA to address recommendations of auditors within the deadlines and scope agreed in the final version of the Audit Report. Therefore, the management of the MA shall follow all audit recommendations and shall ensure that related corrective measures are :

· defined and agreed on,

· implemented through various actions (among which modifications in the Procedures manuals are often required),

· regularly followed-up.

Draft Audit Report

Upon receipt of the draft version of the Audit Report, the MA Director shall ensure that :

· the draft audit report is distributed to Heads of the departments of the MA,

· an internal meeting is organised to discuss the draft Audit Report and decide if any clarification on the audit report must be requested from the auditors (clarification may be provided by auditors during a meeting called for by the MA).

Final Audit Report – Preparation of an Action Plan on Audit Recommendations

Upon receipt of the final version of the audit report, the MA Director shall ensure that:
· a copy of the final audit report is submitted to the Paying Authority within 7 days of receiving it,
· the final audit report is distributed to Heads of the departments of the MA,

· an internal meeting is organised to discuss and define the actions to be taken to address recommendations raised in the final Audit Report and take into account in other recommendations expressed in elation to other audits,

· each Head of Department formalises answers/comments to the audit recommendations,

· Ex-ante Department is responsible to (i) formalise the MA official answer to the audit report, and (ii) coordinate preparation of an Action Plan on Audit Recommendations (See Annex D01) in which actions to be taken, related deadlines for implementation of each corrective action and responsibilities are formalised,

The official answer to the Audit Report and the Action Plan on Audit Recommendations should be submitted to the approval of the Head of MA.

Regular follow-up of the Action Plan on Audit Recommendations

· During the regular internal meetings, the Heads of Departments periodically report on progress made on implementing corrective actions they have been assigned.

· The Ex-ante Control Department is assigned for ensuring the up-date of the following table : Follow-up of the Action Plan on Audit Recommendations (See Annex D02) until each corrective action is implemented,

· When a recommendation is finally completed, supporting documentation evidencing the status of the recommendation is prepared by the person assigned the related recommendation.

The Intermediate body apply its own procedure for preparation of Action Plan on Audit Recommendations and follow-up of the Action Plan. 
A copy of each final audit report regarding the IB activities is submitted to the Managing Authority within 5 days of receiving it. 
The Intermediate Body shall report to the MA on a quarterly basis for implementation of corrective measures stated in the Action Plan on Audit recommendations and submit Follow-up tables. Follow-up of the Action Plan on Audit Recommendations could be a subject of separate audit engagement of the Internal Audit Unit.  

D.7 EX-ANTE CONTROL

D.7.1 Check-lists 

-
Any Application for payment / Requests of funds and related documents (i.e. reports) (advances / interim / final) shall be, before approval and recording in the books, examined through checklists,

-
Any Payment instructions shall be, before approval and recording in the books, examined through checklists.

-
Bank statements shall be, before their recording in the books, examined through checklists. 

-
Any accounting documents received or produced shall be examined through checklists,

-
All steps of the procurement process shall be subject to the quality assurance performed by the Ex-ante Department based on detailed check-lists.

D.7.2 Certification of expenditure (Annex III.4 ISPA FM - Section 8) 

D.7.2.1 Requirements

Expenditures should be verified to the Head of PA [and ultimately to the EC] only if :

· they are eligible in accordance with the criteria defined in the CF/ISPA FM from the administrative / financial point of view and from the technical point of view (compliance with the scope of works),

· they are authentic and  actually correspond to the progress  of implementation of the contracts to which they are related. This can be the physical progress of the execution on site (for works) or actual delivery of the output (for supplies and services).
D.7.2.2 Responsibilities


It is the full responsibility of the Head of MA to ensure that any expenditure under the CF/ISPA FM he/she is responsible for, are eligible and certified as such.

Expenditure should be on first instance certified by the Head of MA to the Head of PA in the format of a Statement of Expenditures attached to Monthly Financial Report.


Regarding eligibility of expenditure the Head of MA formally confirms that:
(i)
that has been actually effected within the eligibility period laid down in the applicable CF/ISPA FM and can be supported by invoices or accounting documents of equivalent probative value,

(ii)
that are justified by the progress or completion of the measure in accordance with the terms of the applicable CF/ISPA FM and to the objectives assigned to the measure. 

Such statements of the Head of MA should be based on the MA system of internal control which is regularly assessed by the Internal Audit function.
Only if the Head of PA is satisfied with the statements of the Head of MA and is provided with sufficient guarantees on the reliability of the MA system of controls, then : 

· on the basis of data certified by the Head of MA, the PA prepares [on behalf of the Head of PA] Certificates and Statements of Interim and Final expenditure defined in Annex III.4.B of the CF/ISPA FM,

· the Head of PA endorses the Certificates and Statements of Interim and Final expenditure for transmission to the EC.

Note : The Head of PA is entitled to perform any spot-check / site visit deemed relevant in the MA to verify the Head of MA declarations.

D.7.2.3 Cascade of controls

In order to ensure full compliance with the CF/ISPA FM in terms of authenticity and eligibility of expenditures, a cascade of controls is established to cover the process of verification of eligibility of expenditures and subsequent certification.

Bottom level control by the Final Beneficiary

· Formal confirmation of the delivery of works / supplies / services and assessment of the progress of the contracts implementation,

· Control and approval of Contractor’s Monthly Statements on the basis of Payment Certificates submitted by the Supervising Engineer, 

· Control and approval of Bill of quantities and compliance with the budget,

· Verification of the authenticity and eligibility of expenditures,
Control at the level of the IB (for the road projects)

· Control of the delivery of works / supplies / services and assessment of the progress of the contracts implementation,

· Control and approval of Contractor’s Monthly Statements on the basis of Payment Certificates submitted by the Supervising Engineer, 

· Control and approval of Bill of quantities and compliance with the budget,

· Control that all expenditures are authentic and eligible under CF 1164/94/ISPA and in the case they are not, to ensure that that they are covered from other sources of funds,

· Monitor the activities of the Engineer hired under the Supervision contract,

· Verify the correlation between the amounts included in the Contractor’s Applications for Payment, Engineer’s Interim Payment Certificate and the physical progress of works on site.

Control at the level of the MA (IA)
The objectives of controls performed by the MA are to :

· to check that all expenditures are authentic and eligible under CF 1164/94/ISPA and in the case they are not, to ensure that that they are covered from other sources of funds,
· ensure that the Intermediate Body and Final Beneficiaries perform any obligation they are delegated by the Head of Managing Authority in accordance with the Operational Agreement, 

· monitor the activities of the Engineer hired under the Supervision contract,

· verify the correlation between the amounts included in the Contractor’s Applications for Payment, Engineer’s Interim Payment Certificate and the physical progress of works on site.

Controls of the MA are performed :

· in the course of the regular activities of the MA through controls of the following processes:

· procurement, 
· contracting, 
· payment to contractors [verification of Invoices, Applications for Payment (Contractor), Interim Payment Certificates (Engineer)], 

· Preparation of Request for funds from MA to the PA including a sufficiently detailed breakdown of the expenditure for each category of expenses,

· reporting and monitoring. 
Such controls are duly documented in check-lists fully described in the related MA procedures [PIM /POG] through on-site-visits [also referred to as spot-checks] on a random basis and/or whenever deemed appropriate, and in any event on a quarterly basis as a minimum. The site visits can take place in the project location, the Engineer’s office, and the Intermediate Body or Final Beneficiary premises. Their planning and execution is duly documented in accordance with the MA procedures [PIM /POG] in “Site-visits plans” and “Site visit Reports”. It is useful to combine on-site-visits with other major events of the project implementation such as :

· Inception / pre-commencement Meetings, 

· Monthly Progress Meetings, 

· Receipt of Engineer’s Reports, 

· Preparation of the Statements of expenditures for submission of Requests for funds to the NF,

· Taking over, testing, etc.

Note : attention should be paid to not make any confusion between :

· On-site-visits performed by the MA on behalf of the Head of MA as part of the MA internal control system,

· Inspections carried out by a competent authority designated under the PIFC,
· On-the-spot check carried out by Internal Auditors,

· On-the-spot-check carried out by auditors assigned by the EC

The Intermediate body apply its own procedure for implementation of On-the-spot checks. Each Request for funds from the IB shall be preceded by on-the-spot-check implemented by the IB (at least three times per year). Representatives of MA can participate in the IB on-the-spot checks. IB shall prepare a Report for On-the-spot check and submit it to the MA within 15 days.
D.7.2.4 Irregularities
If in the course of verification of eligibility of expenditure, any Irregularities are discovered / suspected, Irregularities procedures fully apply.

D.8 SAMPLE CHECKS

The Sample checks are performed by the Audit of EU Funds Directorate, Ministry of Finance. The detailed procedures are not discussed in the MA internal procedures.

D.9 DECLARATION OF WINDING-UP

 Declarations of winding-up are produced by the Audit of EU Funds Directorate, Ministry of Finance. The detailed procedures are not discussed in the MA internal procedures.
The body issuing the declaration shall make all necessary enquiries to obtain reasonable assurance that the certified statement of expenditure is correct, that the underlying transactions are legal and regular and that the measure has been carried out in accordance with the terms of the CF/ISPA FM and the objectives assigned to the measure. Declarations shall be drawn up on the basis of the indicative model shown as annex of the CF/ISPA FM and shall be accompanied by a report which shall include all relevant information to justify the declaration, including a summary of the findings of all checks carried out by national and Community bodies to which the declarer has had access.
The Managing Authority shall provide all information required and shall provide full access to the records and supporting evidence necessary for drawing up the declaration.
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( Public Internal Control Act in its latest manifestation
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(	OP H01 – Request for Funds from MA to PA





( PIM – Chapter J - Irregularities





( ISPA FM - Annex III.4


Management and control systems for assistance granted from CF 1164/94/ISPA and the procedure for making financial correction





Section 8 : Certification of expenditure





Section 4 :  (1) Management and control systems referred to Section 3 shall include procedures to verify the authenticity of the expenditure claimed and execution of the measure from its preparatory stage through to the entry into service of the financed investment in accordance with the terms of the relevant FM, with the objectives assigned to the measure, and with applicable national and Community rules on, in particular, the eligibility of expenditure for support from ISPA, protection of the environment, transport (including trans-European networks), competition and the award of public contracts.


Verifications shall cover all aspects, whether of a financial, technical or administrative nature, that determine the effective utilisation of the assistance committed.


The procedures shall require the recording of verifications of measures on the spot. The records shall state the work done, the results of the verification and the measures taken in respect of the discrepancies. 





Where any physical or administrative verifications are not exhaustive, but performed on a sample of works or transactions, the records shall identify the works or transactions selected and describe the sampling methodology.    





( ISPA FM - Annex III.1§ (2) and (3) of Section VII (Financial Management and Control) 





Institution:


 Take Corrective Action;


Internal Auditor:


 Follow-up 





Internal Auditors:


Carries Out Audit Fieldwork and Reporting





Internal Auditor:


Scores the different Types of Risk





Internal Auditor:


Identify Stages of Project Cycle





Internal Auditor:


Produces a  Heat Map as part of Internal Audit Plan








Internal Auditor:


Define Activities Within Each Stage of Cycle





Institution:


Develops / Updates the PA’s Risk Database 













































































( OP D01 – Risk Management





( Public Internal Control Act in its latest manifestation





(	PIM – Chapter G : Implementation – Reporting - Monitoring





( ISPA FM – Annex III.1 ISPA Financial Implementation Provisions





( 	POG�All operational procedures





( 	Council Regulation (EC, Euratom) No 1605/2002 of 25 June 2002 on the Financial Regulation applicable to the general budget of the European Communities (article 164)





( 	PIM - Chapter C: Internal organisation and Human resources








































































































































































































































































































� Commission Regulation No. 438/2001 of 02 March 2001, Article 7


� Responsibilities and activities of individual positions are documented in the ISPA IA job descriptions.


� Responsibilities of Risk Assessors are reflected in their job descriptions. Alternatively, if Risk Assessors are rotated, this role will not be included in the Job Description but only in the Workplan.


� 	Conclusions and recommendations formulated in Audit Reports must be used by ISPA IA to update the risk database so as to improve the risk management process.


�	In principle, the SAO can express to the Internal Audit function specific needs in terms of audits.


� Definition is based on the EDIS Working Document. 





_1196440498.xls
Priortized risk

		Archdiocese of Newark

		Prioritized Risk

												Aggregate

		Risks		Ref.		Business Process		Significance		Likelihood		Risk

		Collection activities - Parish receivables		1		Finance		90		95		8550

		Methodology for billing Parishes		2		Finance		85		90		7650

		Disposition and utilization of facilities		3		Plant Svc's.		85		85		7225

		Bid solicitation and award processes		4		Plant Svc's.		85		80		6800

		Employee skills capability assessment		5		Human Resources		80		80		6400

		Purchase and payment activities		6		Purch. & Coop. Svc's		90		70		6300

		Construction project management		7		Plant Svc's.		80		75		6000

		Grant qualifications		8		Schools		85		65		5525

		"PAC" and other subsidy processes		9		Parish Finc's & Assit.		70		75		5250

		Controls over Internet security		10		Info. Technology		75		70		5250

		Tuition collection arrangements		11		Schools		70		65		4550

		Real property reporting activity (leases, sales, and purchasing)		12		Admin. of Real Prop.		75		60		4500

		Cost-effectiveness of accounting for directed giving		13		Contrib's/Pledges		75		60		4500

		Reliability / continuity of core computer systems		14		Info. Technology		70		55		3850

		Risk assessment and audit coverage		15		Parish Intl. Audit		75		50		3750

		Program overlap - Lay Ldrship., Ministerial, Shared Resp. & Stewardship Prog's		16		Comm's. & Admin		45		80		3600

		Reliability of parish budgeting and financial reporting		17		Parish Finc's & Assit.		60		60		3600

		Effectiveness of Pastor's Facility Manual		18		Plant Svc's.		75		40		3000

		Treasury - forecasting, investing and accounting & reporting		19		Finance		85		35		2975

		Access authorizations - local and remote users		20		Info. Technology		55		45		2475

		Arch Diocese Web-site maintenance		21		Comm's. & Admin		60		40		2400

		Policies and procedures - Schools		22		Schools		80		30		2400

		Vendor performance		23		Purch. & Coop. Svc's		40		45		1800

		Policies and procedures - Human Resources		24		Human Resources		45		40		1800

		Business plan review (Coop)		25		Purch. & Coop. Svc's		30		55		1650

		Employee performance evaluation process		26		Human Resources		30		55		1650

		Facilities maintenance management		27		Plant Svc's.		40		35		1400

		Post-implementation review of Raiser's Edge		28		Contrib's/Pledges		50		25		1250

		Environmental and regulatory concerns		29		Risk Mgt. & Legal		50		25		1250

		Controls over communications with the external public		30		Comm's. & Admin		45		25		1125

		Parish employment practices		31		Human Resources		35		30		1050

		Legal project control & tracking system		32		Risk Mgt. & Legal		30		30		900

		Contribution payment methods i.e. credit card, payroll deduction		33		Contrib's/Pledges		35		25		875

		Parish awareness of Archdiocese services		34		Comm's. & Admin		25		15		375

		Efficiency and effectiveness of publications		35		Comm's. & Admin		15		20		300





Risks by business process

		Archdiocese of Newark

		Risks by business process

										Aggregate

				Ref.		Significance		Likelihood		Risk

		Finance

		Collection activities - Parish receivables		1		90		95		8550

		Methodology for billing Parishes		2		85		90		7650

		Treasury - forecasting, investing and accounting & reporting		19		85		35		2975

		Contributions and Pledges

		Cost-effectiveness of accounting for directed giving		13		75		60		4500

		Post-implementation review of Raiser's Edge		28		50		25		1250

		Contribution payment methods i.e. credit card, payroll deduction		33		35		25		875

		Communications and Administrative

		Arch Diocese Web-site maintenance		21		60		40		2400

		Controls over communications with the external public		30		45		25		1125

		Parish awareness of Archdiocese services		34		25		15		375

		Efficiency and effectiveness of publications		35		15		20		300

		Administration of Real Property Leases

		Real property reporting activity (leases, sales, and purchasing)		12		75		60		4500

		Parish Internal Auditing

		Risk assessment and audit coverage		15		75		50		3750

		Parochial Schools

		Grant qualifications		8		85		65		5525

		Tuition collection arrangements		11		70		65		4550

		Policies and procedures - Schools		22		80		30		2400

		Risk Management and Legal

		Environmental and regulatory concerns		29		50		25		1250

		Legal project control & tracking system		32		30		30		900

		Plant Services

		Disposition and utilization of facilities		3		85		85		7225

		Bid solicitation and award processes		4		85		80		6800

		Construction project management		7		80		75		6000

		Effectiveness of Pastor's Facility Manual		18		75		40		3000

		Facilities maintenance management		27		40		35		1400

		Purchasing and Cooperative Supply Services

		Purchase and payment activities		6		90		70		6300

		Vendor performance		23		40		45		1800

		Business plan review (Coop)		25		30		55		1650

		Information Technology

		Controls over Internet security		10		75		70		5250

		Reliability / continuity of core computer systems		14		70		55		3850

		Access authorizations - local and remote users		20		55		45		2475

		Parish Finances and Economic Assistance

		"PAC" and other subsidy processes		9		70		75		5250

		Reliability of parish budgeting and financial reporting		17		60		60		3600

		Human Resources

		Employee skills capability assessment		5		80		80		6400

		Policies and procedures - Human Resources		24		45		40		1800

		Employee performance evaluation process		26		30		55		1650

		Parish employment practices		31		35		30		1050

		Program overlap - Lay Ldrship., Ministerial, Shared Resp. & Stewardship Prog's		16		45		80		3600





Chart4

		90

		85

		85

		75

		50

		35

		60

		45

		25

		15

		75

		75

		85

		70

		80

		50

		30

		85

		85

		80

		75

		40

		90

		40

		30

		75

		70

		55

		70

		60

		80

		45

		30

		35

		45



Risk tolerance

Probability

Impact

Risk assessment results

22

11

21

16,17

33

14

11

8

10

24

27

40,41

34,35

16

18

15

44

32

23

19

5

35

5

34

4

28

22

28,29

18

31

6

3

19

12,13

30

7

17

25,26

33

9

20

2

1

95

90

35

60

25

25

40

25

15

20

60

50

65

65

30

25

30

85

80

75

40

35

70

45

55

70

55

45

75

60

80

40

55

30

80



Chart SS

		Archdiocese of Newark

		Risks by business process

								Aggregate

				Significance		Likelihood		Risk

		Collection activities - Parish receivables		90		95		8550

		Methodology for billing Parishes		85		90		7650

		Treasury - forecasting, investing and accounting & reporting		85		35		2975

		Cost-effectiveness of accounting for directed giving		75		60		4500

		Post-implementation review of Raiser's Edge		50		25		1250

		Contribution payment methods i.e. credit card, payroll deduction		35		25		875

		Arch Diocese Web-site maintenance		60		40		2400

		Controls over communications with the external public		45		25		1125

		Parish awareness of Archdiocese services		25		15		375

		Efficiency and effectiveness of publications		15		20		300

		Real property reporting activity (leases, sales, and purchasing)		75		60		4500

		Risk assessment and audit coverage		75		50		3750

		Grant qualifications		85		65		5525

		Tuition collection arrangements		70		65		4550

		Policies and procedures - Schools		80		30		2400

		Environmental and regulatory concerns		50		25		1250

		Legal project control & tracking system		30		30		900

		Disposition and utilization of facilities		85		85		7225

		Bid solicitation and award processes		85		80		6800

		Construction project management		80		75		6000

		Effectiveness of Pastor's Facility Manual		75		40		3000

		Facilities maintenance management		40		35		1400

		Purchase and payment activities		90		70		6300

		Vendor performance		40		45		1800

		Business plan review (Coop)		30		55		1650

		Controls over Internet security		75		70		5250

		Reliability / continuity of core computer systems		70		55		3850

		Access authorizations - local and remote users		55		45		2475

		"PAC" and other subsidy processes		70		75		5250

		Reliability of parish budgeting and financial reporting		60		60		3600

		Employee skills capability assessment		80		80		6400

		Policies and procedures - Human Resources		45		40		1800

		Employee performance evaluation process		30		55		1650

		Parish employment practices		35		30		1050

		Program overlap - Lay Ldrship., Ministerial, Shared Resp. & Stewardship Prog's		45		80		3600





IA Plan

		

		Audit Project		Days		Major Objective(s)

		Collection Activities - Parish Receivables				Assess the efficiency and effectiveness of methods used to collect monies due from Parishes.  Identify new, cost-effective alternatives.

		Total Days		0






